
 

New Corporate Net banking Login Process 
 

Once Setup is completed, CPU will send below two mails to customer from 

mail id “corporatenetbanking.hdfcbank.com” 

 

 

 

First mail will have information related to Domain & User id as below 

 

 

 

Second mail will have the PDF File that has the Login Pin (Password) 

Use combination of first three characters of domain ID & first three characters of user 

ID to open the PDF 

 

 

 



 

Login Step 

 

 

 

 

 

 Click on Login 



 

 

 

Please mention the User ID, Domain & Password received over mails 

 

Once user clicks on Login, Then it will ask to change the Password 

 

 

Click on Login 



 

Please note below guidelines while setting the new password. 

 

In Case you have not received the password mail or you have forgot 

the password, Please follow below process 

 

 

 

 



 

After submitting the request, customer will receive password on 

registered mail id 

 

Soft Token Registration

Once the user successfully login into the CBX system for the first 
time, below message will appear for registration of Soft Token 

 

After clicking “Register now” below message will appear. 

 

 



 

User need to verify the mobile no./ email ID & accept the T & C 

Once the user clicks on Register, registration token (8 digit OTP) 
will be sent via SMS to mobile number of user 

Now User needs to download the app (HDFC Bank eToken) from 
Play Store (Android user) or App Store (IOS user) 

 

 

 

The mobile app downloaded on the user mobile will be 
password protected 

 

Set 4 digit numeric Password to login the App 
 

Registered Mobile number should be in SIM -1 slot 
 

 

Once the password is set, it will ask to enter Registration Token 
Number 

Once the registration token (OTP received in SMS ) is correctly 
inputted in the Soft token app, the registration is successfully 

completed 



 

 

 

This is one time activity, Now user is registered for OTP 
generation 

 
Post completion of the registration activity user need to close the 
App & Browser where CBX is logged in and do fresh login into CBX 

 

 
 
 

 



 

After entering the credentials in CBX Login screen, It will prompt 
the user to enter the Dynamic Password 

 

To generate the OTP, user need to login into the Soft token App 

Once user logins into the Soft Token APP, it will display the 6 digits 

OTP as displayed below 

 

 

 

After entering the above OTP , User successfully log into CBX 

system 

 


